Joe Grassl
Easy Phish

1. This challenge is about determining the email security measures a domain
has in place. SPF can be confirmed by using dig to get the domain’s TXT
record.
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2. DMARC can be found on the domain by using dig against the _dmarc
subdomain. Easy indeed!
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